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Secure collaboration within the
company and beyond
So that confidential matters remain confidential



For over 20 Years

Secure
Cloud-Computing

Subsidiaries in
WIEN & ZUG

Founded in

2000

Headquarter in

MÜNCHEN

>40%
of the DAX companies
use Brainloop solutions

> Brainloop MeetingSuite
> Brainloop BoardRoom
> Brainloop CollaborationRoom
> Brainloop DealRoom



Brainloop MeetingSuite
Features

Configurable Brainloop flows
for modern and efficient work on documents and releases

Collaboration with clear rules
and configurable authorization structures

Audit trails ensure logging and traceability for compliance assurance

Digital logging and decision-making
with access to documents and votes conveniently via iOS app

Preparation of agendas, resolutions and follow-ups
with just a few clicks



Brainloop DealRoom
Features

Security through management of selective viewing of documents and an 
anonymous bidding process

Absolute control through integrated rights management and consistent
logging

Intuitive use and process-optimized operations

Time savings in the distribution of documents through one-time 
central and digital storage



CollaborationRoom
Features

Efficient collaboration with colleagues and external partners

Secure access to sensitive company data at any time and any place

Maintain compliant through traceable audit trails and Branloop's
leading IT security approach

Maximum protection of all confidential documents and no laborious
document logistics



Highest Document-
Security
> Highly secure and highly available operation

in ISO-certified data centers in the DACH region

> High access security with two-factor authentication via
Brainloop Authenticator (TOTP), SMS TAN

> Continuous Logging (audit trail)
for complete traceability of actions

> Data Integrity Protection
through Brainmark Management

> Information Rights Management Technology
for maximum data security



Extensive internal and external 
pentesting

DACH Hosted Solution

Certified according to BSI C5 
Criteria, FINMA RS 2018/3 und ISO 
27001

GDPR compliant with continuous 
logging of activities

Complete encryption tested to the highest
standard by Fraunhofer AISEC

Shielded, highly secure system for
sensitive business processes

Ring-fenced ecosystem

Our leading IT security concept
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